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A. GENERAL INFORMATION

Request for Proposal (RFP) Name: Information Technology Consulting Services

RFP Number: #BAB-112118

Issue Date: November 21, 2018

Brief Description: The Rector and Visitors of the University of Virginia, a Virginia public corporation, on behalf of its Medical Center (hereinafter “Medical Center”, “UVA Medical Center”, “UHP” or “University”) seek an experienced firm to both specific and general information technology consulting services for a vast array of projects for the Medical Center.

Communications: Any questions and communications concerning this RFP must be sent to and through the Senior Contract Negotiator (SCN) listed below.

Proposal Due Date: The due date for this proposal is 5:00 PM EST, on Thursday, December 20, 2018. Proposals are to be sent using the contact information below. By mail, provide minimum of (13) copies of each proposal and a full electronic version of the RFP, either sent electronically or on CD ROM with the response. The University of Virginia (the “University”) may, at its discretion, accept late proposals if it is determined to be in the best interest of the University.

Presentations: Presentations will be held during January 2019.

Negotiations: Will be conducted during February 2019.

Expected Award Date: March 31, 2019

Term of Agreement: The term of a resulting Master Services Agreement will be for five years, beginning May 1, 2019 and ending April 30, 2024. For ease of reference, each firm or individual receiving this RFP is referred to as a “firm” and the firm or individual selected to provide services for the University is referred to as the “Selected Firm.” This RFP states the instructions for submitting proposals and the procedure and criteria by which a firm may be selected.

Individual Statements of Work (SOW) will be issued as needed by the Medical Center utilizing the terms and conditions of the Master Agreement specific to the requirements of the task/work to be completed. To that end we have included Attachment 4 Master Agreement Template and Attachment 5 Business Associates Addendum. With your response, please annotate the possible issues and/or changes you would have to these documents so should we begin the award process we will already have a record of your possible issues with these so we can speed our award process.

This Request for Proposal (RFP) has been posted on Procurement Services web site for your convenience. Addenda and attachments are posted if issued. The RFP can be downloaded at this web site:
http://www.healthsystem.virginia.edu/internet/scm

It is the firm’s responsibility to ensure that the latest version of the entire RFP and related links are reviewed prior to submission of a proposal. We encourage you to check the web site frequently for any changes prior to the due date. Call
Refer all questions to: University of Virginia Medical Center
Department of Medical Center Procurement
1300 Jefferson Park Avenue, Room #1951
P.O. Box 800705
Charlottesville, VA 22903
Attention: Bruce A. Bradley
Phone: 434-243-2707
Fax: 434-982-4354
Email: brucebradley@virginia.edu

Overview of the Medical Center:
1. UVaMC Locations and Services

The UVA Medical Center houses the outpatient and inpatient clinical portion of the University of Virginia Health System which also includes the Schools of Medicine and Nursing, the Claude Moore Health Sciences Library and the UVA Physicians Group (UPG). Inpatient and outpatient services are provided in a number of geographic locations which must be served by clinical and financial information systems. The Health System has routinely been included in rankings of high quality providers including Magnet recognition for superior nursing processes and quality patient, U.S. News and World Report’s Best Hospitals and Best Children’s Hospitals (7 nationally ranked specialties in 2016), and Best Doctors in America. Plans are underway for additional future facility and clinical program development which will be integral parts of the patient, family and clinician experience. The current and future array of services and sites include:

a. University Hospital (UH)

A full service, 10-story, 800,000 square foot academic medical center originally opened in 1989 offering the comprehensive array of inpatient and outpatient diagnostic, treatment and support services, serving a wide geographic region extending beyond Virginia into West Virginia, North Carolina, Maryland and beyond, including primary through quaternary care. It is staffed by more than 7,000 clinicians and staff, as well as over 1,000 volunteers. UH includes a Level I Trauma Center and a Level 4 Neonatal Intensive Care Unit. Ground and air transportation capabilities support and allow transport of patients from accident scenes, other hospitals and other locations. The inpatient services consist of approximately 600 beds. A hospital expansion project is underway that will renovate and expand the Emergency Department, expand interventional services and convert most of our semi-private patient rooms to private rooms. UH also has a 20 bed short stay unit, providing short term care for post procedure and observation patients.

b. UVA Children’s Hospital

UVA Children’s Hospital provides primary and specialty care in more than 30 specialties to children throughout Virginia. It is nationally ranked by U.S. News & World Report and includes a hospital-within-a-hospital at UVA Medical Center with 111 beds, a dedicated pediatric emergency department, a Neonatal Intensive Care Unit for infants, a Pediatric Intensive Care Unit for children younger than 18 and the UVA Child Health Research Center. The Battle Building, opened in 2014, consolidates outpatient children’s care at a single location in Charlottesville.

i. The 200,000-square-foot Battle Building at UVA Children’s Hospital is consolidating UVA’s outpatient care for children. It brings together hundreds of doctors and healthcare staff devoted to caring for kids and families into a building designed to place children at ease and promote healing. Children can receive primary care as well as care from pediatric providers in dozens of specialties, including allergy, cardiology, hematology/oncology and teen health.

ii. Outreach Clinics – Physicians conduct Field Clinics throughout Virginia, providing pediatric subspecialty care in at least seven communities not able to support key subspecialties.

c. University of Virginia Outpatient Surgery Center

Located within the Battle Building, the Outpatient Surgery Center is comprised of twelve ORs and two procedure rooms as well as recovery room and related support services. A full array of anesthesia and surgical services is provided in this setting. Patients can be easily transported from the center to the UH if necessary for additional care or overnight stay if needed.
d. UVA Transitional Care Hospital

A 40 bed long term acute care hospital was established to expand the UH inpatient bed capacity and enhance operations and financial stability by relocating patients who require high intensity medical services with lengths of stay exceeding 25 days.

e. Emily Couric Clinical Cancer Center

The Emily Couric Clinical Cancer Center, located across the street from University Hospital, which provides the full array of services needed by patients with all kinds of cancer. The vision of those who planned the cancer center is that it will be "a place where families can come to be supported in their fight against cancer, knowing that they will receive the most advanced therapies possible. It is a place where their humanity will be valued, their individuality honored, and their intellectual, emotional, and spiritual struggle sustained." The Emily Couric Clinical Cancer Center is designed to accommodate advances in such areas as genetic diagnosis and analysis, informatics, and molecular biology and is organized so that all disciplines and services can easily be brought to the patient to provide individualized care that is both sophisticated and tightly integrated. At the same time, the building is the center of a community that extends for hundreds of miles in all directions. The Emily Couric Clinical Cancer Center houses all outpatient services for adults diagnosed with cancer, including:

- Comprehensive services for patient-centered care
- Complete radiation-oncology treatment services
- Clinical trials office
- Complete patient and family services
- Clusters of exam and consultation rooms
- Telemedicine capabilities: Immediate and constant access to patient information is one of the most important conditions for the multidisciplinary care of cancer patients and is a foundation of success in this endeavor.

f. UVA-Health South Rehabilitation Hospital

A joint venture 40 bed rehabilitation hospital is located at Fontaine Research Park; this facility provides comprehensive rehab services for UVA and other patients needing such services who have been discharged by local hospitals.

g. Outpatient Services On Grounds

A wide variety of outpatient clinics are located in several sites in the vicinity of UVA. All are connected by enclosed walkways. The onsite clinics include:

- Primary Care Center – primary and specialty services located in a 125,000 square foot clinic adjacent to University Hospital; opened in 1977:
  - Dermatology
  - ERG and EP
  - Family Medicine
  - Heart and Vascular Center
  - Neurology
  - Gynecology
  - Pulmonary
  - Gamma Knife

- West Complex – an eight story 240,000 square foot facility constructed in 1960 and renovated over the past 20 years. Outpatient specialty services, in addition to administrative and office space, include:
  - Breast Care Center
  - Ophthalmology
  - Plastic Surgery
  - Kidney Center (Dialysis) and Kidney Center Clinic
  - Neurosurgery
  - Surgery Clinic
  - Urology
  - Transplant Clinic
  - Infectious Disease
  - Travelers Clinic

h. Outpatient Services Off Grounds
A need for additional space as well as a desire to be more accessible and convenient for patients resulted in the development and expansion of services in sites off the main UVA grounds:

- Fontaine Research Park - subspecialty clinics, including Diabetes Education, Primary Care, ENT, PMR, Orthopedics, Hand Center, and Pituatory Clinic
- Northridge - a 60,000 square foot medical office building located about 4 miles west from UVaMC, constructed in 1989 and including primary and subspecialty clinics:
  - Cardiology and Thoracic Cardiovascular Surgery
  - Internal Medicine
  - Ophthalmology
  - Pediatrics
  - Women's Center - obstetrics, gynecology, Midlife Center, mammography
- Orange - Medicine, pediatrics, some medical specialty clinics
- Continuum Home Health & Home Infusion - home health provides services in 15 localities and home infusion in Virginia and North Carolina
- Provider Based Primary Care locations - primary care practices located in communities surrounding Charlottesville operated as Provider Based Clinics, including Zion Crossroad Clinic, Stoney Creek Clinic, and Albemarle Family Medicine clinic
- Regional Primary Care - seven primary care offices owned and managed by UPG located primarily in rural regions surrounding Charlottesville including the Shenandoah Valley
- Telemedicine Program - UVA Health System provides telemedicine services throughout Virginia, serving rural communities and prisons with specialty care not routinely available.

i. UVA Imaging

A joint venture with Outpatient Imaging Associates (OIA) provides comprehensive imaging services at the Fontaine Research Park and Northridge. The UVA Department of Radiology provides medical staff for the centers, which provide accessible, patient-friendly services that are convenient for patients seen at UVA Clinics primarily at that location including Orthopedic Surgery and Physical Medicine and Rehabilitation.

j. Partnerships and collaborations
The MC has cultivated and values a distinct complement of partnerships and collaborations across the region. These include:
- Novant Health UVA Health System - a regional health system that includes three medical centers
- Collaborations for specialty care with Bon Secours Health System
- Program of All-inclusive Care for the Elderly (PACE) a collaborative with JABA and Riverside Health
- Radiosurgery Centers with Riverside Healthcare
- Management services and medical direction for the stereotactic radiosurgery and stereotactic body radiotherapy services at Winchester Medical Center
- Collaboration with Hospice of the Piedmont to provide a 10-bed inpatient hospice unit at the UVA Transitional Care Hospital
- A pediatric liver transplant partnership with Children’s Hospital of Pittsburgh of UPMC

2. Customer Related Entities and Affiliates:

- Related Entities. UVA Physicians Group (UPG), its majority owned subsidiaries listed below, and the University’s majority owned subsidiaries listed below shall hereinafter be referred to as "Related Entities." UPG is the University of Virginia Physicians Group, a Virginia not-for-profit corporation that furnishes clinical services, including the practice plan for physician faculty at the University. The majority owned subsidiaries are: Community Medicine University of Virginia LLC, Virginia Urologic Foundation and University of Virginia Imaging LLC.

- Affiliates. Customer Affiliates include but not be limited to, health care providers, of whatever legal form, that UVA or the Related Entities owns or controls, or with which UVA or the Related Entities has entered into an agreement for the furnishing of health care services (or services directly in support of health care services) for consideration, or which are physician practices which refer patients to the University, whether under the University's existing organizational and network structure or under future arrangements. Examples include Riverside UVA Radiosurgery. However, the term "Affiliate" does not include a Health Care Software Vendor or an entity that furnishes primarily data processing services as, or predominantly in the nature of, a data processing service bureau.
B. SCOPEN OF GOODS & SERVICES

I. SCOPEN OF GOODS AND SERVICES

The University of Virginia Medical Center is seeking firms to satisfy the resource needs necessary to support the Information Technology Consulting Services for various specific systems and also "as needed" projects with existing or future systems. We will be awarding multiple firms across four areas: Epic, Enterprise Resource Planning, Financial Planning, and General. By awarding to multiple firms in each area we are assured of a maximum of possible solutions when the need for services arises. To that end we have provided the current IT landscape for the Medical Center as Attachment 3. Firms may opt to participate in one, two, three or all four of the possible solutions, but must designate which in their responses and they will be considered independently for each area.

We also wish to retain an option for permanent placement of select personnel assigned under any engagement. Firms should provide their fee structure(s) including if there is a sliding scale based on duration engagement. Full details of any and all options in regards to placement services should be provided.

A. Epic Systems Support:
Epic is the backbone system for the Medical Center serving as our Electronic Medical Record (EMR). Support for Epic is required during module implementation, system upgrades and customization. In addition, certain specialty and ancillary systems that support end-to-end Epic workflows also require resource support. Our organizational objective is to streamline and continually improve complex processes and clinical/business workflows and ease demand on physician and staff workloads, as well as present users with the information needed to care for patients and execute revenue cycle workflows in one integrated and seamless presentation. With this objective in mind, we are seeking firms that can provide resources who can assist with designing, building, testing, training, and overall project management related to initial system build, assist in upgrades, provide system maintenance support, program optimization & customization, and various system related projects.

The following table is a listing of specific software applications where we may require consultative assistance and within your response we want you to designate which of these you can provide support services for:

<table>
<thead>
<tr>
<th>Specific systems requiring support</th>
</tr>
</thead>
<tbody>
<tr>
<td>Epic ASAP</td>
</tr>
<tr>
<td>Epic Ambulatory</td>
</tr>
<tr>
<td>Epic Beacon</td>
</tr>
<tr>
<td>Epic Beaker</td>
</tr>
<tr>
<td>Epic Bridges</td>
</tr>
<tr>
<td>Epic Bones</td>
</tr>
<tr>
<td>Epic Cadence</td>
</tr>
<tr>
<td>Epic Case Management</td>
</tr>
<tr>
<td>Epic Charge Router</td>
</tr>
<tr>
<td>Epic ClinDoc</td>
</tr>
<tr>
<td>Epic Cupid</td>
</tr>
<tr>
<td>Epic EpicCare Link</td>
</tr>
<tr>
<td>Epic Grand Central</td>
</tr>
<tr>
<td>Epic HIM</td>
</tr>
<tr>
<td>Epic Haiku / Canto</td>
</tr>
<tr>
<td>Epic Home Health</td>
</tr>
<tr>
<td>Epic Hospital Billing</td>
</tr>
<tr>
<td>Epic Identity</td>
</tr>
<tr>
<td>Epic Inpatient</td>
</tr>
<tr>
<td>Epic Kaleidoscope</td>
</tr>
<tr>
<td>Epic MyChart</td>
</tr>
<tr>
<td>Epic OpTime / Anesthesia</td>
</tr>
<tr>
<td>Epic Phoenix</td>
</tr>
<tr>
<td>Epic Professional Billing</td>
</tr>
<tr>
<td>Epic Radiant</td>
</tr>
</tbody>
</table>
In addition to the specific systems enumerated herein, we anticipate an ongoing desire to stay current with newly developed Epic applications. We also may engage other software vendors to replace existing vendors or to support new business needs. Therefore, the list of enumerated systems here should be construed as representative of core systems where we may require assistance, but this is not an exhaustive list. We anticipate utilizing consulting staff from the vendor organization for project staff augmentation and/or to fill key vacancies (backfill).

Firms will need to include with your response the following:
1. Describe your recent experience analyzing, building and supporting Epic’s electronic medical record and revenue cycle systems in academic health centers.
2. Describe the skill level of the staff that would be placed on the Epic team to include staff with specified Epic certifications. Resumes of individuals that would be typically available to be on the team would be preferred and can be marked confidential in your response.
3. Describe your status on the Epic Preferred Vendor List.
4. Describe your approach to application build and support for an academic medical center, including testing methodology, tools, and processes.
5. Describe how you will deliver and measure the value of the work you perform at UVA-MC.
6. Provide references from 3 comparable organizations at which you provided a similar level of service. For each of these references, please provide us with a summary of your work in a brief case study format. For example, describe how you helped an organization implement Epic Welcome, or how you improved an organizations’ use of MyChart, or how your work improved efficacy of patient care. Be sure to articulate your firm’s role in helping the organization to achieve its goals.
7. Describe what you bring to an organization that will ensure success and what differentiates you from other service providers.
8. Provide a rate card that lists resources and billable rates.
9. Describe your ability to provide contractors to execute projects, as well as your ability to assist us with hiring full time hires for this type of work.

B. Enterprise Resource Planning:
We require services vendors with experience supporting systems like PeopleSoft Finance and Supply Chain (PS FSCM), Kronos, Taleo, Workday, Anaplan, or Hyperion with highly skilled and experienced consultants. Skilled resources are sought in PeopleSoft Accounts Payable, Purchasing, Inventory, General Ledger, Asset Management, and overall system administration. Skilled resources are sought in Kronos Timekeeper, Absence Manager, Leave, Advanced Scheduler, Analytics, Extensions, and overall systems administration. Consultants with expertise in Taleo, Workday, Anaplan, and Hyperion are also sought.

Firms will need to include with your response the following:
1. Detail and preferred vendor status with the applicable software vendor
2. Describe the skill level of the staff that would be placed on the team to include staff with relevant certifications. Resumes of individuals that would be typically available to be on the team would be preferred and can be marked confidential in your response.
3. Describe your approach to application build and support for an academic medical center.
4. Describe what you bring to an organization that will ensure success and what differentiates you from other service providers.
5. Describe testing methodology and process.
6. Provide references from 3 comparable organizations at which you provided a similar level of service.
7. List the major Health Care Information Technology vendors in which your consulting resources have expertise. The list above and on Attachment 3 should provide a baseline for our needs.

C. **Financial Planning:**
We desire a firm that have experience in supporting the financial management of the Medical Center. In today’s healthcare market is it essential that this aspect of the Medical Center operate smoothly & efficiently, especially in an academic health care center using a complete and complex line of programs for support. We are anticipating utilizing consulting staff from vendor organizations for project staff augmentation with experience during periods of intense project-related work to augment our permanent.

The following table provides estimates for where we may currently or in the near future require consultant staffing as projects are initiated. Indicate your capabilities to provide expertise in these areas, and ensure proposed staff has certification in specific products.

<table>
<thead>
<tr>
<th>Functional Area</th>
</tr>
</thead>
<tbody>
<tr>
<td>Implementation of Kronos Extensions</td>
</tr>
<tr>
<td>Kronos Analytics</td>
</tr>
<tr>
<td>PeopleSoft Inventory and Mobile Inventory</td>
</tr>
<tr>
<td>General Ledger Consolidation from external systems</td>
</tr>
<tr>
<td>Taleo Archive zone management</td>
</tr>
<tr>
<td>Workday implementation and data reporting</td>
</tr>
<tr>
<td>PeopleSoft UI modernization using FLUID technology</td>
</tr>
</tbody>
</table>

D. **General Consulting Services:**
In addition to the specialty areas listed above, we desire to establish contractual relationships for general services firms that can provide options for contract, contract-to-hire and various statements of work. Placements/assignments may be remote or required to be on-site. A general IT services firm should demonstrate ability to provide staff augmentation for designing, implementing and maintaining IT systems, and offer a broad range of technical skillsets including but not limited to:

1. Infrastructure to include:
   - Networking
   - LAN
   - System Administration
   - PC and personal device support
   - Crestron and/or other meeting room systems

2. Customer support and helpdesk roles

3. Common enterprise systems to include:
   - Windows Server
   - Microsoft Internet Information Server
   - Microsoft SQL Server
   - SharePoint
   - Exchange
   - Linux
   - Apache
   - Oracle
   - MySql
   - BMC ITSM
   - PeopleSoft
   - OnBase
   - Kronos
4. Programming to include:
   - .Net / C#
   - Java / Scala
   - HTML / CSS
   - Python
   - ColdFusion Scripting
   - JavaScript / Node

Firms should provide a list of the programs, both those listed and any other areas of expertise, with which they have current or previous histories of providing support.

C. BASIS OF SELECTION
The Medical Center will evaluate proposals and, if a firm is to be selected, select the firm on the basis of:

1. The firm’s plan to assist the Medical Center to meet its goals and requirements as discussed in this RFP including its Section B: Scope of Goods and Services.
2. The firm’s relevant experience, qualifications and success in providing the goods and/or services outlined in this Request for Proposal.
3. The firm’s references from institutions of higher education, teaching hospitals, and clients who are comparable to the Medical Center.
4. The firm’s financial proposal.
5. The quality of the proposal, specifically, the provision, adequacy and completeness of your response.
6. The contractual terms that would govern the relationship between the Medical Center and the Selected Firm. The firm will be deemed to have fully accepted the Medical Center’s Contractual Provisions: http://www.medicalcenter.virginia.edu/scm/, unless specific modifications are requested in the firm’s written proposal, with an explanation as to why such modifications are required by the firm.
7. The firm’s Small, Woman-owned and Minority-owned (SWAM) businesses status and/or the firm’s plan for utilization of SWAM businesses.
8. Any other relevant factors as determined solely by the Medical Center.

D. CONTENTS OF PROPOSAL

Proposals should be prepared simply and economically, providing a straightforward, concise description of capabilities to satisfy the requirements of the RFP. Emphasis should be on completeness and clarity of content, and should be organized in the order in which the requirements are presented in the RFP. Firms should provide the following information:

1. A brief history of the firm and its experience, qualifications and success in providing the type of product requested.
2. A detailed description and the full specifications of the services proposed. Each firm should indicate in their proposal the firm’s ability to achieve / comply with each specification. In the event that the firm wishes to propose an alternate specification that, in any way, differs from the above specifications, the firm should detail their proposed change(s) and how the proposed change would compare to the listed specification. Proposals should be formatted in such a way to address each of the above specifications in a line-by-line process.
3. The estimated ship date of the product from the time of the order (i.e., 10 wks after order)
4. Information on the warranty associated with the product you are proposing and any extended warranty (include the price) that might be available.
5. The firm’s proposed price / fee for providing the Goods and Services, to include shipping charges (the University’s shipping terms are FOB Destination), and description of invoicing process.
6. The firm’s capacity for accepting electronic payments through Electronic Data Interchange (EDI) or Automated Clearing House (ACH) and any additional discounts that may result from paying electronically.
7. At least three references where similar goods and/or services have been provided. Include the name of the firm / organization, the complete mailing address, and the name of the contact person and their telephone number.
8. The firm's Small, Woman-owned and Minority-owned (SWAM) businesses status and/or how the firm intends to utilize SWAM firms in regards to this particular procurement.

9. An authorized representative of the responding Firm shall sign proposals. All information requested should be submitted; the Medical Center may reject proposals that are substantially incomplete or lack key information.

10. Each copy of the proposal and all additional documentation submitted should be bound or contained in a single volume where practical. Responders shall provide minimum of (13) copies of each proposal and a full electronic version of the RFP, either sent electronically or on CD ROM with the response.

11. Ownership of all data, materials, and documentation prepared for the Medical Center pursuant to this RFP shall belong exclusively to the Medical Center. Once an award is announced, all proposals submitted in response to this RFP will be open to the inspection of any citizen, or any interested person, firm or corporation, in accordance with the Virginia Freedom of Information Act. Trade secrets or proprietary information submitted by a firm as part of its proposal will not be subject to public disclosure under the Virginia Freedom of Information Act if the firm invokes the protections of Virginia Code Section 2.2-4342(F) in writing and follows its stated requirements prior to or upon submission of its proposal. A firm may not request that its entire proposal be treated as a trade secret or proprietary information, nor may a firm request that its pricing be treated as a trade secret or proprietary information, or otherwise be deemed confidential. The Medical Center shall, upon receipt of any request under the Virginia Freedom of Information Act for materials that the Firm has identified as trade secrets or proprietary information, disclose the designated trade secrets or proprietary information without prior written approval of the Firm.

12. Complete and return the information requested in Attachment 1, Firm Information. State point of contact information to include name, address, office telephone number, mobile telephone number, facsimile number and email address.

13. Provide the Medical Center with a written statement of any requested modifications to the Medical Center’s Contractual Provisions: http://www.medicalcenter.virginia.edu/scm/ pursuant to C.6 above. Failure to provide such a written statement will be deemed as full acceptance of the Medical Center’s Contractual Provisions without exception.

The Issuing Office for this Request for Proposal and the location to return the response to is:

U.S. Mail:
Medical Center Procurement
Division of Supply Chain Management
University of Virginia Medical Center
P.O Box 800705
Charlottesville, Virginia 22908

All Other Deliverers:
Medical Center Procurement
Division of Supply Chain Management
University of Virginia Medical Center
1300 Jefferson Park Avenue, Room #1951
Charlottesville, Virginia 22903

E. TERMS AND CONDITIONS

I. Awarded firms shall adhere to University and Medical Center Policies and procedures.

II. This solicitation and any subsequent award will be governed by:

(a) The Selected Firm registering as a vendor with the University of Virginia Medical Center:
http://www.healthsystem.virginia.edu/alive/scm/procurement.cfm

(b) In addition to the Medical Center’s Contractual Provisions: http://www.medicalcenter.virginia.edu/scm/, the following Insurance provision will apply:

Insurance. The Medical Center will not execute an Agreement or authorize the provision of goods and services until the Firm satisfies the insurance requirements of the Medical Center. In no event should the Selected Firm construe these minimum required limits to be their limit of liability to the Medical Center. The Medical Center reserves the right to approve any insurance proposed by the Selected Firm. The requirements are as follows:

1. Automobile Liability insurance with a minimum combined single Limit of Liability for bodily injury and property damage of $750,000 per accident on all owned, hired, and non-owned vehicles operated by the Selected Firm’s employees;
2. Commercial General Liability insurance with a minimum combined single Limit of Liability for bodily injury and property damage of $2 million per occurrence, to include premises/operations, products/completed operations, and contractual liability coverage and list the Medical Center as an additional insured, the proper name is: “The Commonwealth of Virginia, and the Rector and Visitors of the University of Virginia, its officers, employees and agents.”.

3. Workers compensation coverage, (i) with Employer's Liability coverage of at least $100,000 and (ii) which meets all statutory requirements.

4. The Selected Firm will provide the Medical Center with a valid Certificate of Insurance evidencing all required coverage with its proposal, which shall remain in force throughout the terms of any resulting Agreement. The Selected Firm shall only utilize insurers that hold at least an "A-" rating with A.M. Best Company. The Selected Firm shall notify the Medical Center in writing 30 days prior to the termination of any such insurance coverage for any reason whatsoever. The Selected Firm agrees to take no action that prohibits the utilization of this insurance or limits the liability of the Selected Firm for property damage or personal injury in conjunction with goods or services provided under this Agreement.

5. For clinical services, the contractual medical malpractice insurance limit requirement is $2,000,000.

6. For professional services, the Professional Errors & Omissions Liability insurance limit requirement is $1 million per claim.
ATTACHMENT 1

FIRM INFORMATION

Full Legal Name: ____________________________________________
(Company Name as it appears with Federal Taxpayer ID Number)

Address: __________________________________________________

Telephone Number: __________________ Fax Number: ______________

Web Address: _______________________________________________

EMail Address: ______________________________________________

DUNS Number: _____________________________

SWAM Information:

Is your firm certified with the Commonwealth of Virginia's Department of Minority Business Enterprises (DMBE): YES ____ NO ____

Minority-Owned YES ____ NO ____

Women-Owned YES ____ NO ____

Small-Owned YES ____ NO ____

Your firm's point of contact for this proposal:

Name: ______________________________________________________

Address: ___________________________________________________

Office Phone: ________________________________________________

Email: ______________________________________________________
Greetings:

The quality of service the University of Virginia is able to deliver to its customers is directly related to the excellent support we receive from you and many other outstanding suppliers of goods and services. Without you, we would not be able to fulfill our educational, health care and research missions. An important part of our procurement program involves our commitment to doing business with small, women- and minority-owned (SWaM) businesses. As one of our most important vendors, we look to you to help us achieve this objective.

We conduct substantial business with small firms. We have a particular institutional focus on developing long-term business relationships with minority-and women-owned businesses. We count on our majority firms to help us achieve our goal.

I seek your assistance in two areas. First, to the extent practical, I ask that you involve small, women-and minority-owned businesses in the delivery of services you provide to UVa. The office of Procurement and Supplier Diversity Services is ready to assist you in identifying qualified diverse business partners. Second, I seek your help in reporting your results through our quarterly subcontracting reports. The terms and conditions previously provided to your organization outlined this process.

This effort is important to us. We depend on you in so many ways – this is another way that we can partner with your company to make things better.

Sincerely,

Colette Sheehy
Vice President for Management and Budget
Attachment 3
Information Technology Consulting Services RFP

CURRENT INFORMATION TECHNOLOGY ENVIRONMENT
Revision date: 9/17/18

1. Legacy Systems and Network Topology

Software Applications:

A. UVA Medical Center (UVA) supports and maintains Epic Systems applications and has extensive inbound and outbound interfaces to many disparate systems. Epic applications:

   a. EpicCare EMR (inpatient and ambulatory)
   b. Cadence
   c. Prelude
   d. Grand Central
   e. Resolute Hospital & Professional Billing
   f. ASAP
   g. Beacon
   h. HIM
   i. Kaleidoscope
   j. My Chart
   k. Radiant
   l. Stork
   m. Cupid
   n. Optime & Anesthesia
   o. Beaker Lab & Pathology
   p. Home Health
   q. Phoenix
   r. Willow
   s. EpicCareLink

B. Other major clinical applications supported:

   a. TeleTracking Transfer Center
   b. 3M 360 Encompass for coding and CDI
   c. Pyxis, Taksys, Allwin Rx for Pharmacy
   d. Microsource Sterile Processing Management, TrackCore, Stryker, Omnicell, Capsule, Vocera, Endura, High Jump for OR
   e. Sunquest Blood Bank
   f. Agfa Impax, TraceMasterVue, PaceArt, Xcelera for Cardiology
   g. Mosaik Radiation Oncology
   h. TheraDoc Infection Control System
   i. Provision for Digestive Health
   j. Magview Mammography Management, HI-IQ, CodeRyte for physician billing, MergePort for Radiology
   k. Infian Time for Renal Dialysis
   l. Morrisey Concurrent Care Manager
   m. Obix Fetal Monitoring
   n. RLS Risk and Feedback Systems
   o. Rosch Immunotherapy
   p. TopCon Ophthalmology

C. UVA Medical Center (UVA) uses PeopleSoft for general ledger, asset management, purchasing, accounts payable, inventory, expense, human resources, payroll, benefits, performance management and e-procurement. Payroll, Epic Rev Cycle, UPG GL, and SOM GL interface into the general ledger. UVA Medical Center (UVA) uses Taleo for recruiting and Kronos for time, attendance, and 24x7 scheduling. UVA Medical Center (UVA) also uses Hyperion for budgeting.
In the future, the Medical Center will use WorkDay for human resources, payroll, benefits, performance management and recruiting.

D. Analytics and Reporting / Enterprise Data Warehouse. UVaMC uses several reporting tools for analysis and reporting. Their primary reporting system uses a SQL Server-based (version 2016) data warehouse. It is used by multiple entities within the University of Virginia, including the Medical Center, the University Physicians Group, and the School of Medicine. Reports are delivered as dashboards, OLAP cubes, various file formats and feeds, and reports in Excel spreadsheets. The reporting tools interfaced with the data warehouse include Tableau, SSRS, SAP Crystal Reports, and Webl.

E. University Physicians Group (UPG), a private, non-profit organization provides billing, collections and business operations for 21 clinical departments of the Medical School and 18 primary care satellite practices. UPG supports and maintains SCR for budget, Epicor for general accounting, Ullipro for payroll/personnel, Apollo for physician coding, and OnBase Accounts Payable application.

F. Hyland’s OnBase applications are used to scan, retrieve, and view images. Pointer information as appropriate is interfaced into EpicCare so that access to scanned images can be launched from EpicCare. OnBase receives data from EpicCare, various departmental systems, and other loose material generated or received into the Medical Center. Other OnBase applications implemented are Financial Screening, Patient Window, EOB Scanning and Correspondence, Accounts Payable, and Unity Briefcase for Home Health.

G. InterSystems Ensemble is our Interface Engine. UVAMC has over 250 interfaces in place.

H. CareStream PACS (Picture Archive Communications System) application is used to store and distribute Radiology images and other departmental images to the Enterprise. Currently, there are in excess of 65 Modalities from various vendors providing images to the PACS. It receives HL7 data from EpicCare.

2. Hardware/Software and Data Communications

UVaMC’s Computing Environment
Applications for use within the Medical Center must be capable of functioning within the following environments:

A. Desktop Operating System:
- Windows 7 Enterprise (Apple Macintosh is not supported)

B. Current Desktop Hardware:
- Processor: Intel i5 3.2Ghz
- RAM: 8GB DDR3
- NIC: Integrated Intel Gigabit
- Hard Drive: 120GB Solid State Drive
- Video: On board video supporting dual-monitor configurations

Minimum Specifications for Reuse of existing PCs:
Note: this pertains to redeployment of PC to another location or for another purpose, such as for home use
- Minimum processor: 2.2 Ghz dual core
- Minimum memory: 4GB
- Minimum disk: 120GB

C. Current Desktop Software Suite:
- Microsoft Office 2010 Suite including Word, Excel, and Powerpoint
- Microsoft Outlook 2010 email client
• Microsoft Internet Explorer version 9 Host Explorer (provides terminal emulator access to systems such as A2K) version 8
• IDT terminal emulator (provides access to the HSF physician billing system) version 2.54
• Adobe Acrobat Reader 9.1.3
• Symantec EndPoint Protection v Antivirus version 11
• Microsoft System Center 2012 r2 for desktop management
• MacroMedia Flash 9
• Wake on Lan 4.0
• PACS CareStream
• Epic Citrix and HyperSpace

D. Enterprise Server (Mainframe):
• IBM 2096-S07 (S01) with 8GB memory
• Z/OS 1.13
• 1612 GB DASD
• Z/OS 1.13 Communications Server
• Z/OS 1.13 JES2
• CICS/TS 3.2.0
• DB2 V8
• Z/OS 1.13 DFSMS
• Z/OS 1.13 Security Server
• TS7700 hybrid grid tape system consisting of TS7720 (local) and TS7740 (offsite)

F. Server Operating System
• Microsoft Windows 2012R2 Microsoft Hyper-V

G. Server Applications
• Microsoft SQL 2014/2012R2
• Exchange 2013

H. Redundancy
• F5 Network Load Balancing
• Microsoft clustering

I. Current Server Hardware
• HP ProLiant BL460 G9 (Blade Server) or HP ProLiant DL380 G9 for installations that require physical PCI cards to be installed
  o Minimum Dual Processor with Quad core
  o Standard Dual Processor 10 Core
  o Minimum 8 GB RAM
  o ILO Card with Advanced License

• Data Storage
  o RAID5
  o RAID0+1
  o Raid 1

J. Midrange computing environment
• IBM Power 8/7+ with AIX 7.X

K. Storage Area Networks
• HP 3PAR 7200

L. PACS environment
• CareStream PACS V12
N. Web Development Environment

- Internet and Intranet — Apache web server running on Windows 2012 Server. All servers run mod_ssl.
- Application server technologies: ColdfusionMX 11, mod_perl, python and Plone. All production servers have a development counterpart.
- Database Systems for Development, School of Medicine, Applications and content management systems — Clustered Microsoft SQL Server 2008R2 running on Windows 2008R2 Server, mirrored system volume and SAN disk storage

3. Network Architecture

A highly available routed Ethernet network utilizing Multi-Gigabit/10 Gigabit connections. The network consists of a core, building, and server distribution layers using Cisco switches in a redundant configuration running VSS (Virtual Switching System), Virtual Port Channel, and HSRP (Hot Standby Routing Protocol). This network has approximately 17,500 workstations, printers, and servers attached to it. Many medical equipment devices such as CAT scanners, MRIs, and X-Ray equipment use it as their primary means of data communications. End stations are serviced by a highly fault tolerant network using Cisco 2960, 3750, and 3550 Series Switches in 332 communication closets. This network environment is called the Secure Clinical Network.
Network Diagram - The following diagram is a simplistic view of the network.

Server Farm Subnets

- Each server has a 1Gb/10Gb connection to Cisco switches which in turn possess redundant Gigabit/10Gigabit connections to distribution switches.
- Dual connections to Internet from UVaMC network. Primary Internet connection speed is 7 Gb/s with a 3 Gb/s backup link.
- User PCs connect to Cisco 2960/3750/3850 switches in data closets.
  - Closet switches have redundant connections to larger distribution switches, which themselves are in a redundant configuration using HSRP/VSS/VPC.
- Dual Cisco ASA 5580 firewalls with multiple Gigabit connections to both the Secure Clinical Network, and the non-secure networks.
- Large WAN network consisting of T1, 10 Mb/s, 25 Mb/s, 50 Mb/s, 100 Mb/s, and 1 Gb/s communication links
- DMZ attached to PIX firewalls filtering at TCP port level
- Large Core Switches (Cisco Nexus 7009) with redundant Multi Gigabit/Multi 10 Gigabit connections to each Distribution switch.

4. Network Management
The HSTS Networking Team uses Orion as its primary monitoring tool with adjunct functionality provided by Wildpackets' TimeLine System along with Plixer's Netflow Systems.

The HSTS Network Team also maintains an Intrusion Detection System, IntruShield by Intel.
5. Server Environment Detail

A. Security

Group Policy

All servers must be members of the domain baseline group policy. The baseline security policy was developed using Microsoft High Security Template. Acceptable Business need must be presented to enable features locked down by this policy.

VPN Support Connectivity

Vendor access will be achieved using F5’s Firepass hardware. We have created an AddVendor solution which allows for unrestricted access to specific systems once that access is approved by the HSTS Security Team.

Using Microsoft Remote Desktop, a local vendor account will be created on the vendor supported server; this account will be enabled when a vendor needs access to the system, the account will be disabled at all other times. While the vendor is working on the system his/her session will be shadowed via Terminal Services by a LAN staff member to review the actions that are being performed.

Microsoft Security Patches

Microsoft Security Patches are applied using Microsoft Windows Update Server. Upon release on the 2nd Tuesday of the month, test servers receive the updates. If no problems present themselves by the end of the following business day, production servers are then patched accordingly to the scheduled downtime schedule established for each server. 3rd party off the shelf applications are also updated as patches are released.

Antivirus

UVaMC Computing Services has implemented Norton as the Antivirus solution all servers are placed into a managed policy. As new virus definitions become available they are applied to the servers.

Passwords

All passwords are required to be complex. Vendor to provide documentation detailing the steps to change service account password(s).

Authentication

LDAP Authentication against Microsoft Active Directory is the preferred authentication method, to allow for single sign on ability within the domain, also allows for group controls. UVaMC Computing Services LDAP requirement documentation available.

B. Vulnerability Checks

UVaMC Computing Services uses Tenable Security Center to perform security scans against servers in the DMZ and the secure subnet.

All servers must pass a security scan before they are added to the domain. Additional security scans are run immediately after applications updates and as part of an enterprise scheduled scan. Vulnerabilities will be reviewed and addressed with the vendor, depending on the risk associated with the vulnerability preventive measures may be taken.

C. Monitoring

Hardware on all HP servers is monitored using HP Insight Manager.

Non-Hardware monitoring is performed using either Microsoft System Center Operations Manager (SCOM). SCOM requires a client installation on the server. All servers are added to the baseline policy, the components that make up the policy, and the settings for each of these components will be detailed below.
The thresholds for these events were determined from testing, and adjusting as necessary until the false positives had been eliminated. Additional application specific jobs can also be created to help produce a more highly available application.

D. Documentation

UVaMC Computing Services requires detailed installation instructions for all applications. Vendor provided applications are added to UVaMC Computing Services developed documentation. These items can be in the form of Word documents or Adobe PDF files.

Documentation is a key component to providing fast and efficient support. UVaMC Computing Services maintains detailed documentation for all servers within the domain.

E. Backup and Recovery

All server flat files are backed up using Symantec Netbackup.

Databases

UVaMC Computing Services preferred database provider is Microsoft SQL 2014/2012R2 databases.

SQL servers are backed up using one of two methods. The first method involves configuring maintenance plans for all databases with in the SQL Server, this maintenance plan will then backup the live SQL data to a flat file SQL Backup located on the server. Symantec Netbackup will then backup these flat files to tape. The second option for larger SQL implementation involves using the advanced SQL client provided by Symantec. The advance option using the same SQL APIs that are used for the maintenance plan the difference being that the data is backed up directly to Veritas, skipping the flat file portion. The second option is typically used for larger database implementation.

Non-SQL databases included but not limited to Oracle, Access, MySQL are to include a vendor provided export function that will export the data into a flat file format. This process needs to create the export via a scheduled process.

F. Virtual Server Environments

UVaMC Computing Services utilizes Windows 2012R2 Hyper-V Server to improve hardware efficiency and reduce hardware costs. Servers that require an isolated OS environment and that do not have heavy I/O demands are good candidates for Virtualization. Virtual Server Technology is the preferred implementation for test servers and may also be suited for production servers.
1) **Introduction.** This Agreement, effective as of the counter-signature date herein below, is by and between the Rector and Visitors of the University of Virginia, a public corporation, c/o Medical Center Procurement located at 1300 Jefferson Park Avenue Room 1951, Charlottesville, VA, 22903 on behalf of its Medical Center, ("UVAMC” or the “Medical Center”), and Vendor, ("Vendor" or “Firm”), located at ________________, delivering the goods and/or services designated.

2) **Documents Incorporated into the Agreement.** The following documents are attached hereto and incorporated by reference into this Agreement:
   - Attachment “A”: UVAMC RFP # _____________
   - Attachment “B”: Vendor Response Received _____________
   - Attachment “C”: Pricing, Payment & Performance Schedule pursuant to UVAMC Purchase Order # 0000 _____________

3) **Background.** By its Request for Proposal # _____________ dated _____________, (the “RFP”), (Attachment “A”) UVAMC requested proposals from firms for _____________ for the Medical Center’s _____________, In response to the RFP, Vendor submitted a written proposal received _____________, (the “Response”), (Attachment “B”).

4) **Description Of Goods and Pricing.** Vendor is an independent contractor and assumes full responsibility for completion of the delivery of the goods/services, as described in detail in Attachment “C” to this Agreement, which is incorporated herein for all purposes. Units of deliverables for such goods/services are stated in Attachment “C”. Such goods/services shall be rendered/delivered in accordance with the schedule and for the amounts set forth in Attachment “C”. Pricing shall be deemed fixed and firm over the term of this Agreement, as further detailed in Attachment “B”, Vendor Response, Section _____________: “______________”. If a cash discount for early payment can be taken by the University, that cash discount is specified on the purchase order. The University will compute cash discounts from the date of delivery of goods at destination after final inspection and acceptance, or from the date of completion of services, and from the date the correct invoice is received, whichever is later, or as may be agreed between the University and the supplier or contractor. The University will take the cash discount if payment is made within the specified time frame.

5) **Supercension.** To the extent that the various Agreement documents are in conflict, the terms of this Agreement will prevail over any and all attachments. In addition, for any conflict between Attachment “A” and “B”, Attachment “A” shall prevail.

6) **Term.** The Initial Term of this Agreement shall commence upon the effective date of the Agreement and continue for a period of ___(____) years, with an option for ___(____) additional, one-year renewal terms.

7) **Invoicing.** Vendor will submit all invoices to: Rector & Visitors of the UVA Medical Center, Email: ghxodap.universityofvirginia@na.firstsource.com, Mail To: Post Office Box
8) **Nondiscrimination.** During the performance of this Agreement, Vendor will comply with the contract provisions contained in Section 2.2-4311 (1) & (2) of the Code of Virginia or any successor provisions that may be applicable to this Agreement. Also, in accordance with Section 2.2-4343.1, the Medical Center does not discriminate against faith-based organizations.

9) **Conflict of Interests.**
   a) Vendor represents to the Medical Center that its entering into this Agreement with the Medical Center does not entail any violation of the Virginia State and Local Government Conflict of Interests Act.
   b) During the term of this Agreement, if Vendor enters into any relationships with Medical Center personnel as described herein below, Vendor shall promptly disclose such relationships to the Medical Center as follows:
      - The names of any Medical Center personnel that performed work or provided services of any kind to your firm and/or were compensated for performing work or providing services to your firm;
      - A description of the work or services performed by Medical Center personnel for your firm;
      - A summary of payments made by your firm to any Medical Center personnel.

10) **Assignment.** Neither party to this Agreement will have the right to assign this Agreement, either in whole or in part, without the prior written consent of the other.

11) **Amendments.** No amendment of this Agreement will be effective unless it is reduced to writing and executed by the Medical Center’s authorized signatory and by the individual signing Vendor’s proposal or by other individuals named by either party as specified in Section 12, Notices below. If Vendor deviates from the terms of this Agreement without a written amendment, it does so at its own risk.

12) **Notices.** Any notice required or permitted to be given under this Agreement will be in writing and will be deemed duly given:
   a) if delivered personally: when received;
   b) if sent by recognized, overnight courier service: on the date of the receipt provided by such courier service;
   c) if sent by registered mail, postage pre-paid, return receipt requested: on the date shown on the signed receipt; or
   d) if sent by facsimile: when received (as verified by sender’s machine) if delivered no later than 4:00 p.m. (receiver’s time) on a business day or the next business day if delivered (as verified by sender’s machine) after 4:00 p.m. receiver’s time on a business day or if on a non-business day. All such notices will be addressed to a party at such party’s address or facsimile number as shown below.

   i) If to UVAMC:
   UVa Medical Center
   PO Box 800705
   Charlottesville, VA 22908
   ATTN: Director of Procurement
   FAX: 434-244-7524
13) **Force Majeure.** Neither Vendor nor the Medical Center shall be responsible to the other party for any losses resulting from the failure to perform any terms or provisions of this Agreement, except for payments of monies owed, if the party's failure to perform is attributable to war, riot, or other disorder, strike or other work stoppage, fire, flood, or any other act not within the control of the party whose performance is interfered with, and which, by reasonable diligence, such party is unable to prevent.

14) **Independent Contractor.** Vendor is not an employee of the Medical Center, but is engaged as an Independent Contractor. Vendor will indemnify and hold harmless the Commonwealth of Virginia, the Medical Center, and its employees and agents, with respect to all withholding, Social Security, unemployment compensation and all other taxes or amounts of any kind relating to Vendor's performance of this Agreement. Nothing in this Agreement will be construed as authority for Vendor to make commitments that will bind the Medical Center or to otherwise act on behalf of the Medical Center, except as the Medical Center may expressly authorize in writing.

15) **Worker's Compensation and Employers Liability.** Vendor will:
   a) maintain Employers Liability coverage of at least $100,000 and
   b) comply with all federal or state laws and regulations pertaining to Workers' Compensation Requirements for insured or self-insured programs.

16) **Drug-Free Workplace.** Vendor, its agents and employees are prohibited, under the terms of this Agreement and the Commonwealth of Virginia, Department of Personnel and Training Policy Number 1.02 executed by Governor Lawrence Douglas Wilder on July 1, 1991, from manufacturing, distributing, dispensing, possessing, or using any unlawful or unauthorized drugs or alcohol while on Medical Center property.
   a) During the performance of this Agreement, Vendor agrees to:
      i) provide a drug-free workplace for Vendor's employees;
      ii) post in conspicuous places, available to employees and applicants for employment, a statement notifying employees that the unlawful manufacture, sale, distribution, dispensation, possession, or use of a controlled substance or marijuana is prohibited in Vendor's workplace and specifying the actions that will be taken against employees for violations of such prohibition;
      iii) state in all solicitations or advertisements for employees placed by or on behalf of Vendor that it maintains a drug-free workplace; and
      iv) include the provisions of the foregoing clauses in every subcontract or purchase order of over $10,000, so that the provisions will be binding upon each subcontractor or Vendor.
   b) For the purposes of this section, "drug-free workplace" means a site for the performance of work done in connection with a specific agreement awarded to Vendor, the employees of who are prohibited from engaging in the unlawful manufacturing, sale, distribution, dispensation, possession or use of any controlled substance or marijuana during the performance of the agreement.
17) **Contract Administrator.** The Medical Center will identify a Contract Administrator for this Agreement. The individual will be the point of contact at the Medical Center for day-to-day operations, but cannot approve amendments to the Agreement or price changes.

18) **Waiver.** No waiver of any right will be deemed a continuing waiver, and no failure on the part of either party to exercise wholly or in part any right will prevent a later exercise of such or any other right.

19) **Indemnification.** Vendor will indemnify and hold harmless The Rector and Visitors of the University of Virginia, the Commonwealth of Virginia, and the employees and agents of each, from any and all property damage or loss, claims, liability, damages, expenses (including, without limitation, attorneys’ fees and expenses) and any other amounts arising out of the performance of the Agreement by Vendor.

20) **Governing Law.** This Agreement will be governed in all respects by the laws of the Commonwealth of Virginia without giving effect to its provisions for conflict of laws. Jurisdiction and venue shall be in Virginia state courts.

21) **Medicare Access.** Vendor agrees to make available upon the written request of the Secretary of Health and Human Services or the Comptroller General, or their representatives, this Agreement and such books, documents and records as may be necessary to verify the nature and extent of the costs of products and services rendered hereunder to the full extent required by the Centers for Medicare & Medicaid Services (CMS) Implementing Section 92 of the Omnibus Reconciliation Act of 1980, codified at 42 U.S.C. Section 1395x(v)(1)(1) or by any other applicable federal or state law.

22) **Federal, State and Local Regulatory Requirements.** Both parties agree, during the Term of this Agreement and the Term of any subsequent agreement, to make best efforts in prospectively identifying and communicating to the other Party, changes required to accommodate all applicable changes in federal and state regulatory (including but not limited to Medicare and Medicaid) mandated requirements.

23) **Compliance with Standards of Care.** Vendor agrees to comply with all applicable standards of care and quality that are established by The Joint Commission (TJC), the Centers for Medicare and Medicaid Services (CMS), and UVAMC for the services provided. UVAMC shall define timely care where appropriate and will evaluate the level of service provided by Vendor via its Quality Reporting system and other area-specific evaluation methods. Vendor and UVAMC mutually will cooperate in all phases of applying, scheduling, preparing and executing surveys or inspections by TJC as needed. Both parties agree to work cooperatively to implement changes, correct deficiencies or establish policies required and/or recommended by the inspecting agencies.

24) **Change of Laws.**
   a) In the event there is a change in state or federal law, including but not limited to the Health Insurance Portability and Accountability Act of 1996 and regulations promulgated thereunder (commonly known as HIPAA), whether by statute, regulation, agency interpretation or judicial decision, that in the reasonable opinion of counsel to the Medical Center renders any of the material terms of this Agreement unlawful or unenforceable, or does not accommodate the Medical Center's aim of complying with changes in such law, or meeting the standard of care that the Medical Center adopts in the good faith exercise of its business judgment, then the applicable term(s) of the Agreement shall be
subject to re-negotiation and either party may request re-negotiation of the affected term or terms of the Agreement, upon written notice to the other party, to remedy such condition and conform the Agreement to the requirements of law. If such re-negotiation is unsuccessful within the 30-day period of time following written notification by the party requesting re-negotiation to the non-notifying party, then either party may terminate this Agreement without penalty.

b) In addition, either party shall have the right to request re-negotiation of the Agreement if, in good faith, counsel to either party determines in his/her judgment that the terms of this Agreement may reasonably be interpreted to violate any law or regulation applicable to it, which, if violated, would jeopardize the status of the Medical Center as a recipient of governmental funds for the provision of the healthcare services or the status of the Medical Center as organizations described in Section 501(c)(3) of the Internal Revenue Code of 1986, as amended, or any successor statute. If such re-negotiation is unsuccessful within the thirty (30) day period of time following written notification to the non-notifying party of the notifying party's request to renegotiate, then either party may terminate this Agreement without penalty.

25) **Termination.** If Vendor fails to provide quality services in a professional manner, solely as determined by the Medical Center, and, upon receipt of notice from the Medical Center, does not correct the deficiency, to the Medical Center's satisfaction within a reasonable period of time, not to exceed 30 calendar days unless otherwise agreed to by both parties, the Medical Center reserves the right to terminate this Agreement by giving written notice to Vendor. In addition, the Medical Center may terminate this Agreement anytime upon:

a) the occurrence of, or criminal indictment for, any act or omission by Vendor or any of its assigned staff that is determined by the Medical Center to be detrimental to its reputation, operations, or activities; or

b) the loss by Vendor of the insurance required. Notwithstanding the above, the Medical Center reserves the right to terminate this Agreement without penalty or liability by providing a 30-day advance written notice to Vendor.

26) **Non-A appropriation.** Funding for any Agreement between the Medical Center and Vendor is dependent at all times upon the appropriation of funds by the Virginia General Assembly and/or any other agency of the Commonwealth authorized to appropriate such funds. In the event that funding to support this Agreement is not appropriated, whether in whole or in part, then the Agreement may be terminated effective the last day for which appropriated funding is available.

27) **Right of Audit.** The Medical Center reserves the right to audit or cause to be audited Vendor's books and accounts regarding the Medical Center's account at any time during the term of this Agreement and for three years thereafter.

28) **“Most Favored Nations” Status.** Vendor represents that the prices, terms, warranties and benefits specified in its proposal are comparable to or better than the equivalent terms being offered by Vendor to any present customer. During this Agreement's initial term, the price terms for the goods and services provided by Vendor as set forth in the Agreement shall not be materially less favorable than the most favorable price terms granted by Vendor to any similar customer, unless Vendor provides the Medical Center a credit in the amount equal to the amount by which such price terms are less favorable.
29) Confidentiality.

a) Vendor acknowledges and agrees that this Agreement creates a relationship of confidence and trust between Vendor and the Medical Center with respect to the Medical Center’s confidential or proprietary information (the “Information”) disclosed by the Medical Center to Vendor during the initial term or any renewal term of this Agreement. Such Information includes, but is not limited to patient information and information regarding quality assurance, risk management and peer review activities; information concerning any matters affecting or relating to the business or operations or future plans of the Medical Center or any of its affiliates including, but not limited to, the Medical Center’s policies, procedures, rules, regulations, and protocols; names of clients, and marketing plans; sales and service manuals; and confidential or proprietary secret processes, formulas, techniques, and inventions (whether or not patentable).

i) To the extent allowed by applicable law, Vendor shall hold all Information disclosed to it by the Medical Center and all documents containing Information in trust and confidence at all times during the initial term and any renewal term of this Agreement and after the termination of this Agreement and shall refrain from disclosing any Information, except when specifically authorized to make such disclosure by an officer or other appropriate person of the Medical Center. This prohibition extends to, but is not limited to

(1) Vendor’s divulging such information to any parent, subsidiary or other affiliate of Vendor; and

(2) Vendor’s divulging such information for the purpose of acting as an expert witness, reviewer, or consultant on behalf of a plaintiff or an attorney acting on behalf of a plaintiff, in a claim or action against the Medical Center or any of its affiliates.

ii) Vendor shall treat all Information as proprietary and confidential and with the same degree of care with which Vendor treats its own proprietary information, and shall not divulge or disclose any Information to any third party except with the prior written consent of the Medical Center, except as otherwise required by applicable law. Vendor agrees that it will not, without the prior written consent of the Medical Center, communicate any Information to any person, entity, or organization other than to those of its employees, agents, or consultants to whom it shall be necessary to disclose the Information in order to carry out the purpose of this Agreement, except as otherwise required by applicable law. Vendor agrees to use its best efforts to prevent its employees, agents, and consultants from disclosing any Information to any other person, entity, or organization, subject to applicable law.

b) Ownership of all data, materials, and documentation prepared for the Medical Center pursuant to this Agreement shall belong exclusively to the Medical Center. Once an Agreement is executed, all data, materials, and documentation will be open to the inspection of any citizen, or any interested person, firm or corporation, in accordance with the Virginia Freedom of Information Act. Trade secrets or proprietary information submitted by Vendor as part of its proposal will not be subject to public disclosure under the Virginia Freedom of Information Act if Vendor invokes the protections of Virginia Code Section 2.2-4342(F) in writing and follows its stated requirements prior to or upon submission of its data, materials, and documentation. Vendor may not request that its entire proposal be treated as a trade secret or proprietary information. Nor may Vendor request that its pricing be treated as a trade secret or proprietary information, or otherwise be deemed confidential. The Medical Center shall, upon receipt of any request under the Virginia Freedom of Information Act for materials that the Firm has identified as trade secrets or proprietary information in conformity with the requirements of Virginia Code Section 2.2-4342(F), notify Vendor that a request has been received, before responding to the request. Except as may be required by applicable law, the
Medical Center shall not voluntarily disclose the designated trade secrets or proprietary information without prior written approval of the Firm.

c) This Section 29: "Confidentiality", however, shall not prohibit or restrict the Medical Center’s sharing of Information with affiliates and consultants for benchmarking and performance improvement purposes, or any such divulgence, disclosure or communication made pursuant to an order of a court of competent jurisdiction or otherwise required by law, including testimony or other sworn statements or activities pursuant to lawful process or subpoena.

d) This Agreement is governed by and subject to the Commonwealth of Virginia’s Freedom of Information Act (FOIA). All pricing information, consistent with the public interest and the underlying policy of the Commonwealth of Virginia, is open to the inspection of any qualified requestor and cannot be designated as confidential, proprietary or trade secret to avoid disclosure. Pricing information is also shared on a need-to-know basis both within the University of Virginia Health System and with Health System affiliates and consultants for purposes of operational review, transaction management, contract compliance & monitoring, benchmarking and performance improvement. Attempts to prevent disclosure of pricing information by designating it as confidential, proprietary or trade secret will be ignored. In addition, any non-price information considered by a firm to be proprietary or to constitute trade secret(s) is also subject to disclosure under FOIA, except that information provided by Selected Firm that constitutes proprietary information or trade secret(s), other than pricing information, may be exempted from disclosure if Selected Firm invokes the protections of Virginia Code Section 2.2-4342(F) in writing and follows its stated requirements prior to or upon submission of the information for which Selected Firm is seeking protection.

30) **Copyrights/Ownership Rights/Disclosure.** Unless expressly agreed to the contrary in writing, all goods, products, materials documents, reports, writings, video images, photographs or papers of any nature including software or computer images prepared or provided by Vendor (or its subcontractors) for the Medical Center will not be disclosed to any other person or entity without the written permission of the Medical Center, and Vendor warrants to the Medical Center that the Medical Center will own all copyrights thereto and will have full ownership and beneficial use free and clear of claims of any nature by any third party including without limitation copyright infringement claims. UVAMC shall own all rights, title and interest in any and all intellectual property rights created in the performance of or otherwise arising from this Agreement and Vendor shall execute any assignments or other documents needed for UVAMC to perfect such rights.

31) **Use of Agreement by Medical Center-Related Foundations.** Medical Center-related foundations may wish to purchase goods and services from Vendor under the terms and conditions of this Agreement. Vendor will respond promptly to such a request from any of these organizations, but is not required to enter into an equivalent agreement with the organization. Although these organizations may make such a request, their entry into any equivalent agreement with Vendor is strictly optional at the discretion of the requesting organization and Vendor.

32) **Severability.** If any provision of this Agreement is held to be unenforceable or otherwise contrary to any applicable laws, regulations, or rules, such provision shall have no effect and shall be severable without affecting the validity or enforceability of the remaining provisions of the Agreement.
33) **Use of Standard Form Agreements.** The Medical Center may elect to incorporate standard form agreements provided by Vendor for the mutual convenience of the parties. However, because certain clauses that may appear in these agreements are not acceptable to the Medical Center, and in consideration of the convenience of using such forms, the parties agree that, notwithstanding any provisions appearing in Vendor’s form agreements, none of the following provisions shall have any effect or be enforceable against the Medical Center:

a) Requiring the Medical Center to maintain any type of insurance either for the Medical Center’s benefit or for Vendor’s benefit;
b) Renewing or extending the Agreement beyond the initial term or automatically continuing the Agreement period from term to term;
c) Giving Vendor the unilateral right to raise prices;
d) Requiring the Medical Center to indemnify or hold Vendor harmless;
e) Imposing interest charges, past due charges, or finance charges;
f) Requiring the Medical Center to pay taxes of any kind;
g) Requiring the Medical Center to waive its right to a jury trial;
h) Requiring any total or partial compensation or payment by the Medical Center to Vendor for lost profit, liquidated damages, or punitive damages;
i) Requiring governing law to be any state other than the Commonwealth of Virginia;
j) Delaying the acceptance of the Agreement or its effective date beyond the date of execution;
k) Limiting or adding to the time period within which claims can be made or actions can be brought;
l) Limiting the liability of Vendor in any way;
m) Permitting unilateral modification of the Agreement by Vendor;
n) Binding the Medical Center to any mediation or arbitration or to the decision of any mediation or arbitration board, commission, panel, or other entity;
o) Obligating the Medical Center to pay costs of collection or attorney’s fees;
p) Granting Vendor a security interest in the property of the Medical Center.

34) **Small, Women-Owned, and Minority-owned (SWAM) Business Reporting.**

a) Vendor will identify and fairly consider SWAM Firms for subcontracting opportunities when qualified SWAM Firms are available to perform a given task in performing for the Medical Center under the resulting Agreement. Vendor will submit a quarterly SWAM business report to the Medical Center by the 8th of the month following each calendar quarter, specifically the months of April, July, October, and January. Vendor will submit the quarterly SWAM business reports to: Patricia Shifflett, Contract Data Management Analyst, E-mail: PHS2Y@virginia.edu

b) The quarterly SWAM business reports will contain this information:
   i) SWAM Firm’s name, address and phone number with which Vendor has contracted over the specified quarterly period.
   ii) Contact person at the SWAM Firm who has knowledge of the specified information.
   iii) Type of goods and/or services provided over the specified period of time.
   iv) Total amount paid to the SWAM Firm as it relates to the Medical Center’s account.

35) **Corporate Compliance.** Vendor warrants that neither Vendor nor any of its employees or agents are excluded or disbarred from participation in any federal program at the time of entering into this Agreement, and that neither it nor its employees or agents have been convicted of a crime related to provision of health care items or services for which one can be excluded under 42 U.S.C. Sec. 1320a-7(a). Vendor furthermore agrees that in the event it or any of its employees or agents become disbarred or excluded from federal programs or convicted of such a crime, it will
immediately notify the Medical Center of this action in accordance with section 10, "Notices" hereinabove. Failure to do so will constitute a material breach of Vendor’s obligations under this Agreement and will disqualify Vendor from conducting further business with the Medical Center.

36) **Procedure for Resolution of Contractual Claims**

Vendors are required to submit any claims, whether for money or other relief, in writing no later than 60 days after final payment; however, written notice of the Vendor’s intention to file such a claim must be given at the time of the occurrence or beginning of the work upon which the claim is based.

The Procedure for Resolution of Contractual Claims (hereinafter “Procedure”) is as follows:

a) Vendor must provide the written notice of the Vendor’s intention to file a claim as well as the written claim to:

Chief Financial Officer, Medical Center & Clinic Operations (hereinafter “Chief”)
University of Virginia Medical Center
P.O. Box 800705
Charlottesville, Virginia 22908

b) Upon receiving the written claim, the Chief will review the written materials relating to the claim and decide whether to discuss the merits of the claim with Vendor. If such discussion is to be held, the Chief will contact Vendor and arrange such discussion. The manner of conducting such discussion will be as the Chief and Vendor mutually agree.

c) The Chief will mail his or her decision to Vendor within 60 days after receipt of the claim. The decision will state the reason for granting or denying the claim. The decision of the Chief is the Medical Center’s final decision unless Vendor appeals the decision under Section (D) or institutes legal action under Section (G), below.

d) Vendor may appeal the decision by providing a written statement explaining the basis of the appeal to the Associate Vice President for Hospital and Clinics Operations within 15 days after Vendor’s receipt of the decision. This written statement must be sent to:

Chief Operating Officer
University of Virginia Medical Center
1215 Lee Street, Box 800788
Charlottesville, Virginia 22908

e) Upon receiving the written statement, described in Section (D), above, the Chief Operating Officer will review the written materials relating to the claim and decide whether to discuss the merits of the claim with Vendor. If such discussion is to be held, the Chief Operating Officer will contact Vendor and arrange such discussion. The manner of conducting such discussion will be as the Chief Operating Officer and Vendor mutually agree.

f) The Chief Operating Officer will mail his or her decision on the appeal to Vendor within 60 days after receipt of the written statement. The decision of the Chief Operating Officer is the
Medical Center’s final decision unless Vendor institutes legal action under Section (G), below.

g) Vendor may not institute legal action in any court of the Commonwealth of Virginia to seek any legal or equitable remedy unless and until Vendor has complied fully with the requirements set forth in this Procedure. The decision of the Medical Center shall be final and conclusive unless Vendor institutes legal action within six months of the date of the Medical Center’s final decision on the claim.

h)  

37) **Litigation Warranty.** Vendor warrants to the best of its knowledge that there is no claim, action, suit, trial, demand, arbitration, governmental investigation or other proceeding pending, or threatened against or involving Vendor or any of Vendor’s assets that may adversely affect the ability of Vendor to enter into the Agreement and perform under its terms. There are no facts known to Vendor that may result in such litigation or investigation; and Vendor is not subject to or in default with respect to any judgment, order, writ, injunction, or decree of any court or any federal, state, local, or other governmental department, commission, or agency. The Parties enter into this Agreement with the intent of conducting their relationship in full compliance with applicable state, local, and federal law including, without limitation, any applicable state self-referral laws, the anti-fraud and abuse statute, 42 U.S.C. §1320a-7b(b) (known as the “Anti-Kickback Statute”) and the disclosure requirements and self-referral prohibitions of the Federal Ethics in Patient Referrals Act, 42 U.S.C. §1395nn (known as the “Stark Law”). None of the benefits granted to a Party hereunder are conditioned on any requirement or expectation that any Party or any of its members, officers, directors, employees, agents, medical staff members or affiliates will make referrals to, or otherwise generate business for, the other Party in a manner prohibited by law, and none of the Parties will track, or otherwise measure, the volume or value of such referrals or other business that may be generated between or among the Parties.

38) **Compliance with Laws.** Vendor has all requisite governmental licenses, permits and authorizations necessary for the conduct of its business as currently conducted (the “permits”, and all such permits are in full force and effect, and no violations exist in respect to any such permits, and no proceeding is pending or threatened to revoke or limit any permit. Vendor is not in violation of, and has not received notice of a potential violation of, any local, state, or federal law or regulation applicable to Vendor or its operations.

39) **Permits.** All construction and renovation work, as described in paragraph D.1 and D.2 of the University’s Facilities Management Directive #562 - Building Permits and Project Permits (available at [http://www.fm.virginia.edu](http://www.fm.virginia.edu), proceed through Online Resources/Documents and Forms/FM Directive on Building Permits and Project Permits) that is performed on the grounds of the University of Virginia (including its Medical Center) must comply with all requirements of the Commonwealth of Virginia’s Uniform Statewide Building Code and the aforementioned Directive. Vendor’s engaging in construction and renovation work as described in the aforementioned Directive shall complete and submit permit applications to the Facilities Planning and Construction office at the University’s Department of Facilities Management (P.O. Box 400726, Charlottesville, Virginia 22904-4726; phone (434) 982-4371) and secure appropriate permits prior to commencing work. All building and project permits must be issued prior to commencing work. All permits must be publicly posted at each job site, and signed by the contractor upon completion of work.
Payments will not be made until the University’s designated representative inspects and approves the work. Where an Agreement requires Vendor to use this permit process, Vendor must notify the University’s Facilities Management department prior to submitting bids or proposals.

40) **Premier Agreements.** UVAMC is a member of Premier Inc (Premier) group purchasing program. Vendor shall identify any agreement between itself and Premier, which relates to the products and services outlined in this Agreement. UVAMC reserves the right to access existing Premier agreements and/or renegotiate prices for items covered under Premier agreements which subsequently become available to UVAMC after award or during the term of any agreement(s) that result from this Agreement.

41) **DRA Compliance.** Vendor acknowledges that it has been provided a copy of the Medical Center’s Compliance Code of Conduct and "Facts about False Claims" Appendix through http://www.healthsystem.virginia.edu/internet/scm/, describing the federal False Claims Act, the Virginia Fraud Against Taxpayers Act, the Medical Center's policies and procedures for preventing and detecting fraud, waste and abuse, and whistleblower protections in law and Medical Center policy for those reporting fraud, waste and abuse. To the extent required by law, Vendor agrees to require all its employees directly providing services under this agreement to comply with any and all applicable laws, rules or regulations related thereto.

42) **Red Flag Rules Compliance.** In compliance with the Red Flags Rule at 16 C.F.R. §681, under the Fair and Accurate Credit Transactions Act of 2003, if Vendor’s activities under this Agreement make it a “service provider” under the Red Flags Rule, Vendor agrees to implement policies and procedures to detect relevant “red flags” of possible identity theft that may arise during Vendor’s performance of its obligations under this Agreement, and to report to UVAMC any red flags of which it becomes aware.

43) **Payment Terms.**
   a) Vendor may indicate payment terms of less than 30 days so long as those terms also contain a cash discount for early payment. For example: "5% 15/Net 30" would correspond to a 5% discount if paid in 15 days, otherwise net 30. The Medical Center will compute discounts from the date of delivery of goods at destination, after final inspection, and acceptance, from the date of completion of services, or from the date the correct invoice is received in Accounts Payable, whichever is later. The Medical Center will take the cash discount if payment is made within the specified time frame.

   b) Unless alternate payment terms, with cash discounts, are proposed by Vendor, invoices submitted to the University by Vendor for the Goods and Services described in this Agreement will be paid on a Net 30 days after receipt of the Goods and Services and University receipt and approval of the corresponding invoice.

   c) Unless otherwise deemed appropriate by the Medical Center, Vendor will enroll in one of the Medical Center approved methods for receipt of electronic payments in order to provide any and all additional discounts that may result from this payment method. Accordingly, Vendor agrees to accept Bank of America’s ("BoA") ePayables® method of electronic payment or BoA’s Paymode® method of electronic payment. Vendor shall timely provide invoice to the Medical Center upon provision of goods and services under this Agreement. All invoices must be timely submitted to the Medical Center for payment availability within the fiscal year.
the goods and services were received. Vendor acknowledges that any failure to timely submit an invoice within the fiscal year funding the contract may result in non-payment.

44) **Unauthorized Alien.** Vendor warrants that it does not knowingly employ an “unauthorized alien,” as such term is defined in the federal Immigration Reform and Control Act of 1986. Vendor furthermore agrees that, during the term of the resulting Agreement, it shall not knowingly employ an unauthorized alien.

45) **Energy Star Products.** To the maximum extent practicable in providing the goods and services under the Agreement, Vendor shall provide products that earn the Energy Star rating and meet the Energy Star specifications for energy efficiency. Vendor is encouraged to visit energystar.gov for complete product specifications and updated lists of qualifying products.

46) **Entire Agreement and Situs.** This Agreement and its Exhibits, together with any subsequent amendments, constitute the entire agreement between the parties as to the subject matter, and as of the effective date hereof supersedes all other agreements and understandings with respect to the subject matter.

47) **Acceptance**

The Rector and Visitors of the University of Virginia on behalf of its Medical Center:

VENDOR

Signature
Jonathan D. Hohman
Director, Procurement

Date

Signature
Name:
Title:

Date
Attachment 5 – Information Technology Consulting Agreement RFP # BAB-112118
BUSINESS ASSOCIATE ADDENDUM

This Business Associate Addendum ("Addendum" "BAA"), effective 2019, ("Effective Date"), is entered into by (the "Business Associate") and The Rector and Visitors of the University of Virginia, (the "Covered Entity") (each a "Party" and collectively the "Parties").

The Parties have entered into an agreement dated 2019 (the "Agreement") under which the Covered Entity discloses Protected Health Information (individually identifiable health information of patients, as defined in 45 C.F.R. § 160.103) to the Business Associate for purposes for the obligations described below, or the Business Associate creates, receives, uses or discloses Protected Health Information in its performance of the obligations described below. Both Parties are committed to complying with the Standards for Privacy of Individually Identifiable Health Information (the “Privacy Regulation”) and the Security Standards for the Protection of Electronic Protected Health Information (the “Security Regulation”) under the Health Insurance Portability and Accountability Act of 1996 (“HIPAA”). This Addendum sets forth the terms and conditions pursuant to which Protected Health Information that is provided by, or created or received by, the Business Associate from or on behalf of the Covered Entity, will be handled between the Business Associate and the Covered Entity and with third parties during the term of their Agreement and after its termination. The Parties agree as follows:

1. PERMITTED USES AND DISCLOSURES OF PROTECTED HEALTH INFORMATION

1.1 Services. Pursuant to the Agreement, the Business Associate provides services or goods for the Covered Entity that involves the use and disclosure of Protected Health Information. Except as otherwise specified herein, the Business Associate may make any and all uses of Protected Health Information necessary to perform its obligations under the Agreement, provided that such use or disclosure of protected health information would not violate the Privacy Regulation if done by the Covered Entity or the minimum necessary policies and procedures of the Covered Entity. All other uses not authorized by this Addendum are prohibited. Moreover, Business Associate may disclose Protected Health Information for the purposes authorized by this Addendum only, (i) to its employees, subcontractors and agents, in accordance with Section 2.1(f), (ii) as directed by the Covered Entity, or (iii) as otherwise permitted by the terms of this Addendum including, but not limited to, Section 1.2(b) below.

1.2 Business Activities of the Business Associate. Unless otherwise limited herein, the Business Associate may:
   a. use the Protected Health Information in its possession for its proper management and administration and to fulfill any present or future legal responsibilities of the Business Associate provided that such uses are permitted under state and federal confidentiality laws.
   b. disclose the Protected Health Information in its possession to third parties for the purpose of its proper management and administration or to fulfill any present or future legal responsibilities of the Business Associate, if (i) the disclosures are
required by law; or (ii) the Business Associate has received from the third party reasonable assurances regarding its confidential handling of such Protected Health Information as required under 45 C.F.R. § 164.504(e) (4).

1.3 Additional Activities of Business Associate. The Business Associate also may:

a. at the request of the Covered Entity, aggregate the Protected Health Information in its possession with the Protected Health Information of other covered entities that the Business Associate has in its possession through its capacity as a business associate to said other covered entities provided that the purpose of such aggregation is to provide the Covered Entity with data analyses relating to the Health Care Operations of the Covered Entity. Under no circumstances may the Business Associate disclose Protected Health Information of one Covered Entity to another Covered Entity absent the explicit authorization of the Covered Entity.

b. at the request of the Covered Entity, de-identify any and all Protected Health Information provided that the de-identification conforms to the requirements of 45 C.F.R. § 164.514(b), and further provided that the Covered Entity maintains any documentation required by 45 C.F.R. § 164.514(b) which may be in the form of a written assurance from the Business Associate. Pursuant to 45 C.F.R. § 164.502(d)(2), de-identified information does not constitute Protected Health Information and is not subject to the terms of this Addendum.

2. RESPONSIBILITIES WITH RESPECT TO PROTECTED HEALTH INFORMATION

2.1 Privacy Responsibilities of the Business Associate. With regard to its use and/or disclosure of Protected Health Information, the Business Associate hereby agrees to do the following:

a. request from the Covered Entity, access, and disclose to its subcontractors, agents or other third parties, only the minimum amount of Protected Health Information necessary to perform or fulfill a specific function required or permitted under this Addendum and/or the Agreement.

b. use and/or disclose the Protected Health Information only as permitted or required by this Addendum or as otherwise required by law.

c. report to the designated Privacy Officer of the Covered Entity, in writing, any use and/or disclosure of the Protected Health Information that is not permitted or required by this Addendum of which Business Associate becomes aware within 5 days of the Business Associate’s discovery of such unauthorized use and/or disclosure.

d. establish procedures for mitigating, to the greatest extent possible, any deleterious effects from any improper use and/or disclosure of Protected Health Information that the Business Associate reports to the Covered Entity.

e. implement appropriate administrative, technical and physical safeguards to maintain the security of the Protected Health Information and to prevent its unauthorized use and/or disclosure.
f. ensure that all of its subcontractors and agents that receive or use, or have access to, Protected Health Information under this Agreement agree in writing to the same restrictions and conditions on the use and/or disclosure of Protected Health Information that apply to the Business Associate pursuant to this Addendum.

g. make available all records, books, agreements, policies and procedures relating to the use and/or disclosure of Protected Health Information to the Covered Entity, or at the covered entity’s request, to the Secretary of HHS, in a time and manner designated by the Secretary, for purposes of determining the Covered Entity’s compliance with the Privacy Regulation, subject to attorney-client and other applicable legal privileges.

h. upon prior written request, make available during normal business hours at Business Associate’s offices all records, books, agreements, policies and procedures relating to the use and/or disclosure of Protected Health Information to the Covered Entity within 15 days for purposes of enabling the Covered Entity to determine the Business Associate’s compliance with the terms of this Addendum.

i. within 30 days of receiving a written request from the Covered Entity, provide to the Covered Entity such information as is requested by the Covered Entity to permit the Covered Entity to respond to a request by an individual for an accounting of the disclosures of the individual’s Protected Health Information in accordance with 45 C.F.R. § 164.528.

j. document such disclosures of Protected Health Information and information related to such disclosures, as would be required for Covered Entity to respond to a request by an individual for an accounting of disclosures of protected health information in accordance with 45 C.F.R. § 164.528.

k. to the extent the Business Associate is to carry out one or more of Covered Entity's obligation(s) under Subpart E of 45 CFR Part 164, comply with the requirements of Subpart E that apply to the Covered Entity in the performance of such obligation(s);

2.2 HITECH Act and Security Responsibilities of the Business Associate.
The Business Associate agrees to comply with the HITECH Standards. “HITECH Standards” means the privacy, security and security breach notification provisions applicable to a Business Associate under Subtitle D of the Health Information Technology for Economic and Clinical Health Act (the “HITECH Act”), which is Title XIII of the American Recovery and Reinvestment Act of 2009 (Public Law 111-5), and any regulations promulgated thereunder. The parties recognize that additional regulations and guidance documents may be issued implementing and interpreting the HITECH Act during the term of the Agreement. The Business Associate agrees to comply with all applicable requirements of such additional regulations and guidance as they become effective, and agrees that to the extent such regulations or guidance require the Covered Entity to impose such requirements on the Business Associate, they are deemed imposed as and when they become effective.
The Business Associate further agrees:

a. To implement administrative, physical and technical safeguards that reasonably and appropriately protect the confidentiality, integrity and availability of the Electronic Protected Health Information (as defined in 45 C.F.R. §160.103) that it creates, receives, maintains or transmits on behalf of Covered Entity, and more
specifically to secure all Electronic Protected Health Information with technologies and methodologies, including encryption, that render such information “secured” as defined in the guidance issued in 74 FR 19006 (April 27, 2009), pursuant to the HITECH Act;

b. To ensure that any agent, including a subcontractor, to whom it provides Protected Health Information agrees in writing to implement reasonable and appropriate safeguards to protect it, including but not limited to encryption that renders such information as “secured” as defined above;

c. To notify the Covered Entity as soon as possible, but no later than the third day on which a security breach is known by Business Associate or an employee, officer or agent of Business Associate other than the person committing the breach, or as soon as possible following the first business day on which Business Associate or an employee, officer or agent of the Business Associate other than the person committing the breach should have known by exercising reasonable diligence of such breach. “Security Breach” as used herein is defined as an acquisition, access, use, or disclosure of Protected Health Information in a manner not permitted under the HIPAA Privacy Rule. Notification will be made to UVA Information Security, Policy and Records Office at (434) 924-4165 with written notice as per section 5.5 of this Addendum. It will include, to the extent possible, the identification of each individual whose unsecured PHI has been, or is reasonably believed by the Business Associate to have been, accessed, acquired, used or disclosed during the breach. The Business Associate will also provide any other available information at the time of notification or promptly thereafter as information becomes available. Such additional information will include (i) a brief description of what happened, including the date of the breach; (ii) a description of the types of unsecured PHI that were involved in the breach; (iii) the originals, or if not applicable, complete copies, of all documents containing exposed Protected Health Information and any related correspondence that come into the Business Associate’s possession. (iv) any steps the Business Associate believes individuals should take to protect themselves from potential harm resulting from the breach; and (v) a brief description of what the Business Associate is doing to investigate the breach, mitigate harm to individuals, and protect against any future breaches.

d. To cooperate with the Covered Entity as needed to further investigate and evaluate any Security Breach involving the Business Associate or of which the Business Associate has become aware.

e. In the event of impermissible use or disclosure by the Business Associate or any subcontractor of unsecured Protected Health Information that constitutes, in the reasonable judgment of the Covered Entity a breach requiring notification under applicable provisions of the HITECH Act and implementing regulations, at the discretion of the Covered Entity either the Business Associate or the Covered Entity, at the discretion of the Covered Entity, will notify in writing all affected individuals as required by Section 13402 of the Health Information Technology for Economic and Clinical Health (HITECH) Act. The Business Associate will be responsible for all costs associated with such notification, including any costs of credit monitoring services that the Covered Entity and Business Associate reasonably agree should be offered to affected individuals. For purposes of this paragraph, unsecured PHI means PHI which is not encrypted or destroyed. “Breach” shall have the meaning set forth in 45 CFR 164.402.
To report promptly to the Covered Entity any Security Incident, as defined in Section 164.304 of the Security Regulation, of which it becomes aware. However, the Business Associate shall not be obliged to report an immaterial incident consisting solely of an unsuccessful attempt to improperly access information stored in systems under the Business Associate’s control.

3. ADDITIONAL RESPONSIBILITIES OF THE PARTIES WITH RESPECT TO PROTECTED HEALTH INFORMATION

3.1 Responsibilities of the Business Associate with Respect to Handling of Designated Record Set. In the event that the Parties mutually agree in writing that the Protected Health Information constitutes a Designated Record Set, the Business Associate hereby agrees to do the following:

a. at the request of, and in the time and manner designated by the Covered Entity, provide access to the Protected Health Information to the Covered Entity or the individual to whom such Protected Health Information relates, or his or her authorized representative, in order to meet a request by such individual under 45 C.F.R. § 164.524.

b. at the request of, and in the time and manner designated by the Covered Entity, make any amendment(s) to the Protected Health Information that the Covered Entity directs pursuant to 45 C.F.R. § 164.526. Provided, however, that the Covered Entity makes the determination that the amendment(s) are necessary because the Protected Health Information that is the subject of the amendment(s) has been, or could foreseeably be, relied upon by the Business Associate or others to the detriment of the individual who is the subject of the Protected Health Information to be amended.

3.2 Responsibilities of the Covered Entity with Respect to the Handling of the Designated Record Set. In the event that the Parties mutually agree in writing that the Protected Health Information constitutes a Designated Record Set, the Covered Entity hereby agrees to do the following:

a. notify the Business Associate, in writing, of any Protected Health Information that Covered Entity seeks to make available to an individual pursuant to 45 C.F.R. § 164.524 and the time, manner and form in which the Business Associate will provide such access.

b. notify the Business Associate, in writing, of any amendment(s) to the Protected Health Information in the possession of the Business Associate that the Business Associate will make and inform the Business Associate of the time, form and manner in which such amendment(s) will be made.
4. **TERMS AND TERMINATION**

4.1 **Term.** This Addendum will become effective on the Effective Date and will continue in effect until all obligations of the Parties have been met, unless terminated as provided in this Section. In addition, certain provisions and requirements of this Addendum will survive its expiration or other termination in accordance with Section 5.1 herein.

4.2 **Termination by the Covered Entity.** As provided for under 45 C.F.R. § 164.504(e)(2)(iii), the Covered Entity may immediately terminate the Agreement and this Addendum if the Covered Entity makes the determination that the Business Associate has breached a material term of this Addendum. Alternatively, the Covered Entity may choose to: (i) provide the Business Associate with 10 days written notice of the existence of an alleged material breach; and (ii) afford the Business Associate an opportunity to cure said alleged material breach upon mutually agreeable terms. Nonetheless, in the event that mutually agreeable terms cannot be achieved within 10 days, Business Associate must cure said breach to the satisfaction of the Covered Entity within 10 days. Failure to cure in the manner set forth in this paragraph is grounds for the immediate termination of the Agreement and this Addendum.

4.3 **Automatic Termination.** This Addendum will automatically terminate without any further action of the Parties upon the termination or expiration of the Agreement between the Parties.

4.4 **Effect of Termination.** Upon the event of termination pursuant to this Section, the Business Associate agrees to return or destroy all Protected Health Information pursuant to 45 C.F.R. § 164.504(e)(2)(I), if it is feasible to do so, within 90 days of the termination. Prior to doing so, the Business Associate further agrees to recover any Protected Health Information in the possession of its subcontractors or agents. If it is not feasible for the Business Associate to return or destroy said Protected Health Information, the Business Associate will notify the Covered Entity in writing with a Certificate of Destruction that will include: (i) a statement that the Business Associate has determined that it is infeasible to return or destroy the Protected Health Information in its possession, and (ii) the specific reasons for such determination. The Business Associate further agrees to extend any and all protections, limitations and restrictions contained in this Addendum to the Business Associate’s use and/or disclosure of any Protected Health Information retained after the termination of this Addendum or the Agreement, and to limit any further uses and/or disclosures to the purposes that make the return or destruction of the Protected Health Information infeasible. If it is infeasible for the Business Associate to obtain, from a subcontractor or agent any Protected Health Information in the possession of the subcontractor or agent, the Business Associate must provide a written explanation to the Covered Entity and require the subcontractors and agents to agree to extend any and all protections, limitations and restrictions contained in this Addendum to the subcontractors’ and/or agents’ use and/or disclosure of any Protected Health Information retained after the termination of this Addendum, and to limit any further uses and/or disclosures to the purposes that make the return or
5. **MISCELLANEOUS**

5.1 **Survival.** The respective rights and obligations of the Business Associate and Covered Entity under the provisions of Sections 2.1, 2.2, 4.4, and 5.4, solely with respect to Protected Health Information that the Business Associate retains in accordance with Section 4.4 because it is not feasible to return or destroy such Protected Health Information, will survive termination of this Addendum indefinitely. In addition, Section 3 will survive termination of this Addendum, provided that the Covered Entity determines that the Protected Health Information being retained pursuant to Section 4.4 constitutes a Designated Record Set.

5.3 **Amendments; Waiver.** This Addendum may not be modified, nor will any provision be waived or amended, except in a writing duly signed by authorized representatives of the Parties. A waiver with respect to one event will not be construed as continuing, or as a bar to or waiver of any right or remedy as to subsequent events.

5.4 **No Third Party Beneficiaries.** Nothing express or implied in this Addendum is intended to confer, nor will anything herein confer, upon any person other than the Parties and the respective successors or assigns of the Parties, any rights, remedies, obligations, or liabilities whatsoever.

5.5 **Notices.** Any notices to be given will be made via fax or express courier to the address given below, except that notice of a security breach shall also be given as provided in section 2.2(c) of this Addendum.

If to the Business Associate, to:
   Name
   Title
   BUSINESS ASSOCIATE
   Address
   City, State, Zip
   Fax: (XXX) XXX-XXXX

If to Covered Entity, to:
   Corporate Compliance and Privacy Officer
   University of Virginia Health System
   1 Jefferson Park Avenue
   Box #800805, McKim #G043D
   Charlottesville, Virginia 22908-0805
   Phone: (434) 924-2938
   Fax: (434) 243-2716
with a copy (which will not constitute notice) to:
Office of the University Counsel
University of Virginia
P.O. Box 400225
Fax: 434-982-3070

5.6 Interpretation. Any ambiguity in this Addendum and the Agreement will be resolved to permit Covered Entity to comply with the Privacy and Security Rules and the HITECH Act and applicable regulations and guidance documents.

5.7 Counterparts; Facsimiles. This Addendum may be executed in any number of counterparts, each of which will be deemed an original. Facsimile copies hereof will be deemed to be originals.

6. DEFINITIONS.

Terms used, but not otherwise defined; in this Addendum will have the same meaning as those terms in 45 C.F.R. Parts 160, 162, and 164.

IN WITNESS WHEREOF, each of the undersigned has caused this Addendum to be duly executed in its name and on its behalf effective as of the Effective Date stated above herein.

The Rector and Visitors of the University of Virginia

By: ____________________________
Name: __________________________
Title: __________________________
Date: __________________________

BUSINESS ASSOCIATE

By: ____________________________
Name: __________________________
Title: __________________________
Date: __________________________